
AIG Cyber Risk Advisory Team

The AIG Cyber Risk Advisory Services team is comprised of experienced cyber risk experts with vast knowledge of the 
latest threats, as well as the latest improvements clients can make to build cyber resiliency. The team works with clients 
throughout the policy period to analyze their current cyber security postures and, using claims and root cause analysis 
investigations, identify steps to help improve their cyber security. Leveraging current threat intelligence, the Cyber Risk 
Advisory team can also alert clients of potential vulnerabilities or weaknesses that can be proactively remediated. The 
team’s client-specific mentality and bespoke skillset directly helps clients improve cyber risk.

Fahad Fawal
Cyber Risk Advisor ​ 
EMEA

Fahad is a cyber risk advisor 
based out of Paris with 10+ 
years of experience in IT risk and 
cybersecurity. Currently, Fahad 
acts as a subject matter expert 
on cyber risk, risk quantification 

and risk reduction best practices, acting as a technical 
resource for AIG underwriters, brokers and clients. 
Fahad is also responsible for partner and business/
services development to help AIG clients improve their 
security posture and maturity. Within EMEA, Fahad will 
primarily oversee the markets of France, Italy, Belgium, 
Luxembourg & The Netherlands. Prior to joining AIG, 
Fahad worked for BNP Paribas Wealth Management as 
the cybersecurity ceader. Fahad holds an engineering 
degree from Telecom ParisTech in Paris, a bachelor 
in computer science as well as a Master’s degree in IT 
security from Saint-Joseph University in Beirut, Lebanon.

Vanessa Alvarez
Head of Cyber Risk Advisory  
​UK, Europe & LATAM

Vanessa is the Head of Cyber 
Risk Advisory for UK, Europe 
& LATAM based out of Madrid, 
Spain. In her current role, Vanessa 
acts as a subject matter expert 
on cyber risks and solutions, 

acting as a technical resource for AIG underwriters, 
brokers and clients. Vanessa is also responsible 
for partner and business/services development to 
help AIG clients improve their security posture and 
maturity. Prior to joining AIG, Vanessa worked for 
Banco Santander as a cyber strategy senior manager 
and previously for Telefónica S.A in different positions 
in the corporate strategy area and for Telefónica R&D 
as a cybersecurity engineer. Vanessa holds a Master’s 
in Telecommunications Engineering from Ramon 
Llull University (Barcelona), a Master’s in Business 
Administration from IE Business School (Madrid), a 
Global Management Program from IESE Business School 
(Barcelona), and certifications from SANS Institute and 
NIST.

Phil Kibler
Head of AIG Cyber Risk Advisory ​Services

Phil joined AIG in 2016 and is responsible for strategy, development and delivery of AIG’s proactive 
cyber services delivered by consultants and partners. Prior to joining AIG, Phil was with IBM for 35 
years, spending the last 10 in security and leading the global cyber security practice there for four 
years. He also provided proactive and reactive services to clients of all sizes, from all industries 
and for all attack surfaces, supporting some of the largest and best known cyber incidents 
globally. Phil carries broad knowledge of security framework and risk transfer products and 
requirements and is trained to think and consider as the bad actors and groups do (diabolically).
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Umar Khan
Cyber Risk Specialist ​ 
EMEA

Umar is a Cyber Risk Specialist 
based in London. He is a technical 
expert within Cyber and, within 
his role in EMEA, primarily focuses 
on the United Kingdom, Ireland, 
Nordics, Middle East, Northern 

and Sub-Saharan Africa. Umar provides support as a 
subject matter expert on cyber risk, risk quantification 
and risk reduction best practices, acting as a technical 
resource for AIG underwriters, brokers and clients. Umar 
is also responsible for partner and business/services 
development to help AIG clients improve their security 
posture and maturity. Prior to joining AIG, Umar began 
his career in cybersecurity advisory at Deloitte. He is 
a qualified ISO 27001 Lead Auditor & Implementer and 
formerly a CREST Registered Penetration Tester and 
holds a degree in Mechanical Engineering from the 
University of Surrey in the United Kingdom.

Perry Lee
Cyber Risk Advisor​ 
North America

Perry offers a practiced and 
successful approach to client 
interaction, as well as technical 
depth gained from operational 
experience helping organizations 
succeed in meeting their 

technology goals. Perry has worked with clients across 
multiple industry sectors and revenue tiers to improve 
their understanding of cyber risk, mitigation strategies, 
and forward-looking assessment of new threats and 
evolving security technology. Prior to joining AIG, Perry 
worked with clients across the spectrum as a principal 
consultant and also managed a team of senior systems 
engineers as Director of Professional Services at 
Precision IT Group.

Jeff Palatt
Cyber Risk Advisor ​ 
North America

In his current role, Jeff provides 
guidance and options to help 
enable client business operations 
in a manner that is consistent 
with risk tolerance, reducing the 
likelihood and impact from data 

breaches and enhancing overall security posture through 
the application of information security principles, best 
practices and technical solutions. Prior to joining AIG, 
Jeff was VP of Technical Advisory Services at MOXFIVE. 
Jeff has a Master of Forensic Sciences in High Technology 
Crime Investigations from the George Washington 
University, and a Bachelor of Science in Business 
Administration from Old Dominion University. He is a 
Certified Information Security Manager (CISM), Certified 
Information Systems Security Professional (CISSP), and a 
Certified Information Systems Auditor (CISA).

Reona Nakamura
Cyber Risk Advisor 
Japan

Reona Nakamura is a cyber risk 
advisor in Japan. Reona acts 
as a subject matter expert on 
cyber risks and solutions, acting 
as a technical resource for AIG 
underwriters, brokers and clients. 

Reona is also responsible for partner and business/
services development to help AIG clients improve their 
security posture and maturity. Prior to joining AIG, 
Reona worked for IBM, EY and Cybereason, working as 
a system engineer and cybersecurity consultant. Reona 
has spoken at numerous seminars for both private 
companies and government agencies on the importance 
of maintaining one’s cybersecurity posture. Reona is 
a Certified Information Systems Security Professional 
(CISSP).
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Get in touch with us at CyberLossControl@aig.com.

American International Group, Inc. (AIG) is a leading global insurance organization. AIG member companies provide insurance solutions that help businesses and individuals in approximately 
70 countries and jurisdictions protect their assets and manage risks. For additional information, visit www.aig.com. AIG common stock is listed on the New York Stock Exchange.
AIG is the marketing name for the worldwide operations of American International Group, Inc. All products and services are written or provided by subsidiaries or affiliates of American 
International Group, Inc. Products or services may not be available in all countries and jurisdictions, and coverage is subject to underwriting requirements and actual policy language. Non-
insurance products and services may be provided by independent third parties. Certain property casualty coverages may be provided by a surplus lines insurer. Surplus lines insurers do not 
generally participate in state guaranty funds, and insureds are therefore not protected by such funds.
© American International Group, Inc. All rights reserved. 	 3/2024

Antonio San Martino
Cyber Risk Advisor  
​EMEA

Antonio is a cyber risk advisor 
based out of Frankfurt, Germany 
with 23+ years of experience 
in cybersecurity. With a solid 
foundation in the product 
security strategy space, Antonio 

provides subject matter expertise in orchestrating the 
protection of highly sensitive systems against advanced 
threats. Antonio is responsible for partner and business/
services development to help AIG clients improve their 
security posture and maturity. Prior to joining AIG, 
Antonio worked for Honeywell, where he assumed 
the role of a Product Security Leader, focusing on 
safeguarding critical infrastructure. Antonio holds cyber 
security certifications such as CISM, CCSK, and C-CISO, 
underscoring his commitment to maintaining the highest 
industry standards, and holds an Executive MBA from 
ESCP Business School as well as a PhD in Information 
Technology from Pompeu Fabra University.

Dan Wilson
Cyber Risk Advisor ​ 
North America

In his current role, Dan acts as a 
subject matter expert on cyber 
risks and solutions, acting as 
a technical resource for AIG 
underwriters, brokers and 
clients. Dan is also responsible 

for partner and business/services development to help 
AIG clients improve their security posture and maturity. 
Prior to joining AIG, Dan worked for IBM as the leader of 
the North American X-Force Cybersecurity assessment 
and response team. Dan is currently a certified security 
consultant and certified CISO with a BS from Brigham 
Young University, Provo UT, in Computer Science 
and a Masters in Business Administration from Regis 
University, Denver CO.
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